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Vrsta izobraževanja Magistrsko izobraževanje

Trajanje
izobraževanja 2 leti

Kreditne točke 120 kreditnih točk



Vstopni pogoji

V magistrski študijski program 2. stopnje »Upravljanje s tveganji
in korporativna varnost« se lahko vpiše, kdor je zaključil študijski
program s področja sorodnih ved - ekonomskih, poslovnih,
organizacijskih, pravnih,upravnih in varnostnih ved:
• Visokošolski študijski program prve stopnje (strokovni ali
univerzitetni) vobsegu najmanj 180 ECTS;
• Visokošolski strokovni študijski program, ki je bil sprejet pred
11.06.2004(pred uvedbo bolonjskega sistema);
• Univerzitetni študijski program ali specialistični študijski
program pozaključeni visokošolski strokovni izobrazbi, sprejet
pred 11. 6. 2004 (preduvedbo bolonjskega sistema).
V magistrski študijski program 2. stopnje »Upravljanje s tveganji
in korporativna varnost« se lahko vpiše tudi, kdor je zaključil
študijski program pod točko 1, 2 in 3 prejšnjega odstavka s
področja nesorodnih ved. V tem primeru morajo kandidati za vpis
opraviti diferencialne izpite, ki so bistveni za nadaljevanje študija
in jih na podlagi prošnje kandidata določi Komisija za študentske
in študijske zadeve. Diferencialne izpite mora kandidat opraviti v
1. letniku študija. Glede na obseg priznanih obveznosti s
predhodnega študijskega programa, pridobljenih v Republiki
Sloveniji ali tujini, se lahko kandidat vpiše v isti ali višji letnik
študijskega programa »Upravljanje s tveganji in korporativna
varnost« 2. stopnje, če s priznanimi obveznostmi izpolnjuje pogoje
za prehod, določene z akreditiranim študijskim programom.

ISCED področje ISCED področje
Poslovne in upravne vede, pravo

ISCED podpodročje isced podpodročje  poslovne in upravne vede, drugo

Raven kvalifikacije
SOK 8
EOK 7
Druga stopnja

Učni izidi

Imetnik/imetnica kvalifikacije je zmožen/zmožna:

Splošne kompetence:

Kreativnost in inovativnost;
Ustvarjalnost;
Poslovna odličnost;
Ustrezne komunikacijske sposobnosti;
Prilagodljivost;
Skrb za razvoj odličnosti in doseganje stalne kakovosti produktov/storitevkorporativne varnosti;
Kakovostno vodenje procesov;
Upravljanje razvoja;
Strateška poslovna in strokovna usposobljenost;
Zmožnost analitične presoje varnostnih problemov in ustrezno odzivanje;



Obvladovanje ključnih socio-psiholoških dejavnikov korporativne varnosti;
Razumevanje korporacijske varnosti v okviru globalnega okolja;
Obvladovanje ustreznih metod upravljanja in obvladovanja različnih - Razumevanje segmentov
korporativne varnosti v razmerju do obvladovanjatveganj;
Spoznavanje, razumevanje osnovnih načel delovanja mednarodnega innacionalnega varnostnega
okolja, v katerem delujejo poslovni in javnisubjekti;
Poznavanje, razumevanje svetovnih globalizacijskih trendov na področjuvarnosti, asimetrične
grožnje, vrste, oblike asimetričnih groženj in njihovihciljev;
Poznavanje izzivov varovanja zasebnosti in osebnih podatkov v sodobni družbi;
Poznavanje modelov merjenja in upravljanja obrestnega, valutnega,kreditnega in tržnega tveganja);
Poznavanje temeljnih konceptov ekonomske znanosti;
Razumevanje temeljev delovanja tržnega gospodarstva z opredeljevanjemdelovanja ponudbe in
povpraševanja na trgu;
Poznavanje modelov različnih tržnih struktur in elementov odločanja;
Poznavanje modelov merjenja in upravljanja obrestnega, valutnega,kreditnega in tržnega tveganja
ter operativnih tveganj;
Prepoznavanje nevarnih, kriznih in tveganih situacij ter posledic škodnihdogodkov;
Spoznavanje načinov iskanja in uporabe virov podatkov za potrebeocenjevanja ogroženosti in
varnostnih tveganj;
Spoznavanje in uporaba široke palete metod in modelov ravnanja s tveganjiin načinov uporabe
posameznih metod v različni dejavnostih;
Osvojitev znanj in dobre prakse projektnega pristopa k obvladovanjuvarnostnih tveganj;
Spoznavanje temeljnih konceptov zaščite ključnih informacij in njihovevloge pri učinkovitem
delovanju organizacije.
Obvladovanje različnih pristopov pri izbiri ustreznih metodologij, hipotez ininterpretacij na
konkretnem raziskovalnem primeru v kontekstukorporativne varnosti;
Metodologija dobrega pisanja, interpretiranja in podajanja zaključnihugotovitev (stili, modeli, sheme,
klasifikacija).

Predmetno-specifične kompetence:

Poznavanje, razumevanje, interpretacija vloge managementa, ki ima kompetence za upravljanje z
varnostjo ljudi, premoženja, kapitala in izvirnega znanja.
Poznavanje dobre prakse managementa korporativne varnosti v korporacijah, koncernih,
gospodarskih družbah in drugih poslovnih sistemih na primeru podjetij doma in v tujini.
Poznavanje, razumevanje, primerjanje svetovnega in evropskega pogleda (posamezne tuje države)
na varnost in na upravljanje varnosti ter razvojno strategijo korporativne varnosti.
Razumevanje bistva in vloge managementa korporativne varnosti - IVS.
Razumevanje, obvladovanje upravljanja z varnostnimi tveganji, spremembami in z varnostnimi
standardi, sistema vodenja kakovosti varovanja.
Povezujejo z metodami obvladovanja tržnih tekmecev, poslovnih partnerjev in pogodbenih
izvajalcev.
Poznavanje zagotavljanja neprekinjenega poslovanja na osnovni in na rezervni lokaciji iz vidika
kriznih razmer.
Obvladovanje razmerja in procesov med subjekti nacionalnega in mednarodnega poslovno-
varnostnega okolja;
Znanje uporabe sistematičnega pristopa na področju ocenjevanja ogroženosti v razmerju do
zagotavljanja korporacijske varnosti;
Sposobnost spremljanja in obvladovanja novih poslovnih, organizacijskih, kadrovskih in varnostnih
izzivov v globalnem in lokalnem okolju;
Razumejo evropske varnostne in obrambne politike, zlasti iz vidika zaščite kritične infrastrukture;
Sposobnost analize pojavov v lokalnem, nacionalnem in mednarodnem geoprostorskem, političnem,
družbenem, ekonomskem, kulturnem in v drugih kontekstih.
Sposobnost multidisciplinarnega in kompleksnega razumevanja pojavov in soodvisnosti družbenih,



kulturnih in naravnih geo-prostorov.
Razumevanje področja zasebnosti in varstva osebnih, tajnih podatkov ter poslovnih skrivnosti.
Razumevanje zakonodaje, ki ureja področje varovanja informacij in osebnih ter tajnih podatkov in
poslovnih skrivnosti.
Poznavanje in interpretacija zakonskih zahtev glede upravljanja osebnih in tajnih podatkov ter
poslovnih skrivnosti.
Znanje kako uporabljati IKT skladno z zakonodajo.
Poznavanje splošne uredbe EU o varstvu osebnih in tajnih podatkov ter poslovnih skrivnosti.
Analiziranja in ocenjevanja ranljivosti in ogroženosti gospodarskih in drugih organizacij v
nacionalnem in mednarodnem okolju.
Razumevanje različnih vrst finančnih tveganj podjetja in metod/modelov merjenja in upravljanja teh
tveganj.
Uporaba ustreznih metod upravljanja finančnih tveganj.
Obvladovanje veščin za uspešno načrtovanje finančnih sredstev v razmerju do ustreznega
obvladovanja finančnih in drugih tveganj.
Znanje o financah podjetja (možnosti financiranja podjetja in metode odločanja o investiranju) in o
merjenju učinkovitosti in uspešnosti poslovanja podjetja na primerih v nacionalnem in mednarodnem
okolju.
Razumevanje različnih vrst finančnih tveganj podjetja in metod/modelov merjenja in upravljanja teh
tveganj.
Znanje o tem, kako postaviti krovno strategijo obvladovanja finančnih tveganj.
Razumevanje ekonomskega načina razmišljanja.
Razumevanje in uporaba orodij za odločanje v razmerah tveganja in negotovosti.
Znanje o tem, kako postaviti krovno strategijo obvladovanja ključnih tveganj, ki jim je izpostavljeno
podjetje v nacionalnem in medkulturnem/ mednarodnem okolju.
Poznavanje in obvladovanje dobre prakse o varnostnih mehanizmih v poslovnih procesih
gospodarskih in drugih subjektov v Sloveniji in v mednarodnem poslovnem okolju.
Poznavanje sistema evropske in nacionalne standardizacije
Razumevanje harmonizacije varnostnih in drugih standardov na vseh nivojih.
Poznavanje in znanje o raziskovalnih izsledkih ter slovenski in tuji dobri praksi o upravljanju
varnostnih tveganj na ravni državnih institucij, gospodarstva in civilne družbe.
Poznavanje kaj in kdo sproža nevarnosti, varnostna tveganja in krizne situacije ter kje so viri
podatkov za študije, analize in presoje.
Poznavanje in uporaba metod in modelov obvladovanja tveganj, ki jih povzroča narava, človeški viri,
tehnika in tehnologija ter varnostne pomanjkljivosti.
Poznavanje povezanosti varnostnih in zavarovalnih mehanizmov, ki s sinergijami prispevajo k
boljšim poslovnim rezultatom
Obvladovanje ranljivosti, ogroženosti in varovanja osebja, premoženja in izvirnega znanja,
posledično pa preprečevanje škod in izgub.
Razumevanje področja kriminalitete in varovanja informacij v informacijski dobi.
Poznavanje izzivov varovanja informacij v sodobni družbi na globalni ravni.
Razumevanje kako vzpostaviti in upravljati sistem varovanja informacij.
Znanje kako voditi notranje preiskave.
Poznavanje področja računalniške forenzike.
Znanje kako voditi forenzično preiskavo.
Poznavanje trendov in izzivov na področju računalniške forenzike v mednarodnem okolju.
Znanje o osnovnih načelih delovanja globalnega trga, kjer pravočasna in točna informacija pomeni
ustrezno konkurenčno prednost.
Poznavanje pomena in definiranje ključnih informacij (osebnih podatkov, poslovnih skrivnosti, tajnih
podatkov in drugih oblik ključnih informacij organizacije).
Poznavanje procesnih pristopov, ki jih moramo v organizaciji izvesti za ustrezno varovanje ključnih
poslovnih informacij.
Razumevanje obravnavanih vsebin in njihova implementacija v vse strukture in procese delovanja



gospodarskih in javnih organizacij.
Znanje o sistemskih ukrepih zagotavljanja korporativne varnosti kot pomembnega segmenta za
zagotavljanje obvladovanja tveganj in s tem doseganje predpogojev za uspešno delovanje poslovne
organizacije.
Poznavanje normativnih okvirov zahtev na evropski in nacionalni ravni pri obvladovanju osebnih
podatkov, poslovnih skrivnosti in tajnih podatkov.
Poznavanje izzivov in dilem, ki jih prinaša uporaba novih tehnologij (brezpilotni letalniki,
računalništvo v oblaku, pametni video nadzorni sistemi…).
Poznavanje in uporaba metodologij v znanosti, osvežitev znanj na področju ontologije,
epistemologije in metodologije ter postopno uvajanje pozitivistične in konstruktivistične znanstvene
paradigme v oblikovanje metodološkega pristopa pred vsakim novo nastalim delom študenta, za
katero se pričakuje znanstveni pristop in znanstvene rezultate.
Poznavanje osnov sociologije znanosti, nastanka in razvoja znanosti do danes, predvsem
kakovostnega vrednotenja v znanosti s kvalitativnega in kvantitativnega vidika
Razumevanje bistva metodologij v znanosti ter obvladanje različnih pristopov pri izbiri ustreznih
metodologij, hipotez in interpretacij na konkretnem raziskovalnem primeru v kontekstu korporativne
varnosti.

Ocenjevanje in zaključevanje

Uspeh na izpitu se ocenjuje z ocenami: 10 (odlično); 9 (prav dobro: nadpovprečno znanje, vendar z nekaj
napakami); 8 (prav dobro: solidni rezultati); 7 (dobro); 6 (zadostno: znanje ustreza minimalnim kriterijem);
5–1 (nezadostno). Kandidat uspešno opravi izpit, če dobi oceno od zadostno (6) do odlično (10). 

Napredovanje

V 2. letnik magistrskega študijskega programa »Upravljanje s tveganji in korporativna varnost« se lahko
vpiše, kdor je iz predmetov 1. letnika magistrskega študijskega programa »Upravljanje s tveganji in
korporativna varnost« dosegel 36 ECTS.

Prehodnost

Doktorski študijski programi 3. stopnje (SOK: raven 10)

Pogoji za pridobitev javne listine

Magistrski študij »Upravljanje s tveganji in korporativna varnost« je uspešno zaključil, kdor je opravil vse s
študijskim programom predpisane študijske obveznosti in pripravil in uspešno javno zagovarjal magistrsko
delo.



Izvajalci kvalifikacije

Gea College - Fakulteta za podjetništvo

URL

https://gea-college.si/fakulteta/upravljanje-s-tveganji-korporativna-varnost/
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