
Magister upravljanja s
tveganji/magistrica upravljanja s
tveganji

Selected qualifications

Name of qualification Magister upravljanja s tveganji/magistrica upravljanja s tveganji

Translated title (no
legal status) Master of Arts of Risk Management

Type of qualification Diploma druge stopnje
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qualification Izobrazba

Type of education Master's education

Duration 2 years
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Admission
requirements

Anyone who has completed a study programme in the field of
related sciences - economic, business, organizational, legal,
administrative and security sciences can enroll in the master's
study programme of the second level "Risk Management and
Corporate Security":
• a first-cycle higher education study programme (professional or
university) in the scope of at least 180 ECTS;
• professional higher study program adopted before 11 June 2004
(before the introduction of the Bologna system);
• university study programme or specialist study programme
completed professional higher education, adopted before 11 June
2004 (introduction of the Bologna system).
Anyone who has completed the study programme under points 1,
2 and 3 of the previous paragraph in the field of unrelated
sciences may also enroll in the second level master's study
programme "Risk Management and Corporate Security". In this
case, candidates for enrollment must pass differential exams,
which are essential for continuing their studies and are
determined by the Commission for Student Affairs at the request
of the candidate. The candidate must pass the differential exams
in the first year of study. Depending on the scope of recognized
obligations from the previous study programme acquired in the
Republic of Slovenia or abroad, the candidate may enroll in the
same or higher year of the study programme "Risk Management
and Corporate Security" of the second level if he meets the
conditions for transition with an accredited study programme.

ISCED field Field
Poslovne in upravne vede, pravo

ISCED subfield subfield  poslovne in upravne vede, drugo

Qualification level
SQF 8
EQF 7
Second level

Learning outcomes

The qualification holder will be able to:

General competences:

Creativity and innovation;
Creativity;
Business excellence;
Appropriate communication skills;
Flexibility;
Concern for the development of excellence and achieving consistent quality of corporate security
products / services;
Quality process management;



Development management;
Strategic business and professional qualifications;
Ability to analytically assess security issues and respond appropriately;
Management of key socio-psychological factors of corporate security;
Understanding corporate security in a global environment;
Mastering the appropriate methods of managing and managing various - Understanding the
segments of corporate security in relation to risk management;
Getting to know, understanding the basic principles of operation of the international and national
security environment in which business and public entities operate;
Knowledge, understanding of globalization trends in the field of security, asymmetric threats, types,
forms of asymmetric threats and their goals;
Knowledge of the challenges of privacy and personal data protection in modern society;
Knowledge of models for measuring and managing interest rate, currency, credit and market risk);
Knowledge of basic concepts of economics;
Understanding the basics of market economy operation by defining the operation of supply and
demand in the market;
Knowledge of models of various market structures and decision-making elements;
Knowledge of models for measuring and managing interest rate, currency, credit, market and
operational risks;
Identification of dangerous, crisis and risk situations and consequences of loss events;
Getting to know the ways of finding and using data sources for the needs of threat and security risk
assessment;
Getting to know and using a wide range of methods and models of risk management and ways of
using individual methods in various activities;
Acquisition of knowledge and good practice of the project approach to security risk management;
Getting to know the basic concepts of protection of key information and their role in the effective
operation of the organization.
Mastering different approaches in selecting appropriate methodologies, hypotheses and
interpretations on a specific research case in the context of corporate security;
Methodology of good writing, interpretation and presentation of final findings (styles, models,
schemes, classification).

Subject-specific competences:

Knowledge, understanding, interpretation of the role of management, which has competences for
managing the safety of people, property, capital and original knowledge.
Knowledge of good corporate security management practice in corporations, concerns, companies
and other business systems in the case of companies at home and abroad.
Knowledge, understanding, comparison of world and European views (individual foreign countries)
on security and security management and the development strategy of corporate security.
Understanding the essence and role of corporate security management - IVS.
Understanding, managing security risk management, changes and security standards, security
quality management system.
They connect with methods of managing market competitors, business partners and contractors.
Knowledge of ensuring business continuity at the base and at the reserve location from the point of
view of crisis situations.
Management of the relationship and processes between the subjects of the national and
international business and security environment;
Knowledge of the application of a systematic approach in the field of risk assessment in relation to
ensuring corporate security;
Ability to monitor and manage new business, organizational, personnel and security challenges in a
global and local environment;
Understand European security and defense policies, in particular from the point of view of critical
infrastructure protection;



Ability to analyze phenomena in local, national and international geospatial, political, social,
economic, cultural and other contexts.
Ability to multidisciplinary and complex understanding of phenomena and interdependence of social,
cultural and natural geo-spaces.
Understanding the field of privacy and protection of personal, classified information and business
secrets.
Understanding the legislation governing the protection of information and personal and classified
information and business secrets.
Knowledge and interpretation of legal requirements regarding the management of personal and
classified information and business secrets.
Knowledge of how to use ICT in accordance with the law.
Knowledge of the general EU regulation on the protection of personal and classified information and
business secrets.
Analyzing and assessing the vulnerability and vulnerability of economic and other organizations in
the national and international environment.
Understanding the different types of financial risks of the company and methods / models of
measuring and managing these risks.
Use of appropriate financial risk management methods.
Mastery of skills for successful financial asset planning in relation to appropriate financial and other
risk management.
Knowledge of the company's finances (company financing possibilities and investment decision-
making methods) and of measuring the efficiency and effectiveness of the company's operations on
examples in the national and international environment.
Understanding the different types of financial risks of the company and methods / models of
measuring and managing these risks.
Knowledge of how to set an umbrella strategy for financial risk management.
Understanding the economic way of thinking.
Understanding and using decision-making tools in situations of risk and uncertainty.
Knowledge of how to set an umbrella strategy for managing the key risks to which a company is
exposed in a national and intercultural / international environment.
Knowledge and mastery of good practice on security mechanisms in business processes of economic
and other entities in Slovenia and in the international business environment.
Knowledge of the system of European and national standardization
Understanding the harmonization of security and other standards at all levels.
Knowledge and knowledge of research findings and Slovenian and foreign good practice on security
risk management at the level of state institutions, the economy and civil society.
Knowing what and who triggers hazards, security risks and crisis situations, and where data sources
are for studies, analyzes, and assessments.
Knowledge and use of methods and models for managing risks caused by nature, human resources,
technique and technology, and safety deficiencies.
Knowledge of the connection between security and insurance mechanisms that contribute to better
business results through synergies
Management of vulnerability, threat and protection of personnel, property and original knowledge,
and consequently prevention of damages and losses.
Understanding the field of crime and information security in the information age.
Knowledge of the challenges of information security in modern society on a global scale.
Understanding how to set up and manage an information security system.
Knowledge of how to conduct internal investigations.
Knowledge of computer forensics.
Knowledge of how to conduct a forensic investigation.
Knowledge of trends and challenges in the field of computer forensics in the international
environment.
Knowledge of the basic principles of the global market, where timely and accurate information



represents an appropriate competitive advantage.
Knowledge of the meaning and definition of key information (personal data, business secrets,
classified information and other forms of key information of the organization).
Knowledge of process approaches that we need to implement in the organization to adequately
protect key business information.
Understanding of the discussed contents and their implementation in all structures and processes of
operation of economic and public organizations.
Knowledge of systemic measures to ensure corporate security as an important segment for ensuring
risk management and thus achieving the prerequisites for the successful operation of a business
organization.
Knowledge of normative frameworks of requirements at European and national level in the
management of personal data, business secrets and classified information.
Knowledge of the challenges and dilemmas posed by the use of new technologies (drones, cloud
computing, smart video surveillance systems…).
Knowledge and use of methodologies in science, refreshment of knowledge in the field of ontology,
epistemology and methodology and gradual introduction of positivist and constructivist scientific
paradigm in the formation of a methodological approach before each newly created student work,
for which a scientific approach and scientific results are expected.
Knowledge of the basics of sociology of science, the origin and development of science to date,
especially qualitative evaluation in science from a qualitative and quantitative point of view
Understanding the essence of methodologies in science and mastering different approaches in
selecting appropriate methodologies, hypotheses and interpretations on a specific research case in
the context of corporate security.

Assessment and completion

Examination performance is graded as follows: 10 (excellent); 9 (very good: above-average knowledge but
with some mistakes); 8 (very good: solid results); 7 (good); 6 (adequate: knowledge satisfies minimum
criteria); 5–1 (inadequate). In order to pass an examination, a candidate must achieve a grade between
adequate (6) and excellent (10).

Progression

Anyone who has achieved 36 ECTS from the subjects of the first year of the master's study programme
"Risk Management and Corporate Security" can progress to the 2nd year of the master's study programme
"Risk Management and Corporate Security".

Transitions

Third-cycle doctoral study programmes (SQF level 10)



Condition for obtaining certificate

The master's study "Risk Management and Corporate Security" was successfully completed by those who
completed all study obligations prescribed by the study programme and prepared and successfully
defended the master's thesis.

Awarding body

GEA College – The Faculty of Entrepreneurship

URL

https://gea-college.si/en/

https://gea-college.si/en/

